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FREQUENTLY ASKED QUESTIONS 

 
Connexis Supply Chain Front Office Application is currently available to BNPP Clients in 2 different 

user Interface styles.  

 

1) Old User Interface  

2) New User Interface  

 

WHICH CSC INTERFACE HAVE I LOGGED INTO? 

OLD INTERFACE 
Upon successfully authentication of username / password followed by 2FA validation (if 

applicable), the user will land in to the home page of the application. If the below header is displayed 

to the User, then it is Old Interface  

 

 

NEW INTERFACE 
Upon successfully authentication of username / password followed by 2FA validation (if 

applicable), the user will land in to the home page of the application. If the below header is displayed 

to the User, then it is New User Interface  
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FREQUENTLY ASKED QUESTIONS (FAQ) 
 

1. What are the minimum system requirements to access Connexis Supply Chain Website? 

2. How can I tell if the Connexis Supply Chain website is secured? 

3. How do I clear my browser cache? 

4. What do I do if I suspect there have been unusual activities and/or unauthorized breach of my 

Connexis Supply Chain account online? 

5. How do I change my password? 

6. I have lost my password, how can I reset my password? 

7. What should I do when there is an "Invalid Login Credentials" error when I try to login? 

8. What is the pre-requisite to Two Factor Login (2FA)? 

9. How do I create my certificate for first time login process? 

10. How should I login using certificate? 

11. How do I regenerate a certificate if I had lost it? 

12. If I forgot my certificate PIN, how do I reset the PIN? 

13. How do I change my certificate PIN? 

14. How do I regenerate my certificate if my existing certificate got expired? 

 

FAQS 

 
1. What are the minimum system requirements to access Connexis Supply Chain website? 
 

New Interface: 
Connexis Supply Chain New Interface currently supports the following browsers versions:  
 

Browser Versions 
Microsoft Internet Explorer IE11 
Google Chrome V59 
Mozilla Firefox V52 
Apple Safari V9.0  
Microsoft Edge V25 

 
This website is best viewed in 1280 x 1024 resolutions. 
 
Old Interface: 
Connexis Supply Chain Old Interface currently supports the following browsers versions:  
 

Browser Versions 
Microsoft Internet Explorer IE9 and IE11 
Google Chrome 15.0.874.121 
Mozilla Firefox 3.6.23 
Apple Safari 5.0 

 
This website is best viewed in 1280 x 1024 resolutions. 
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2. How can I tell if the Connexis Supply Chain website is secured? 
 

We assure you that Connexis Supply Chain website is equipped with the industry standard security 
technology and practices to protect the confidentiality of our customer’s information.  
 
Generally, there are two indications of a secured web page:  
 

 Check the web page URL. Normally, when browsing the web, the URLs (web page addresses) begin 
with the letters "http". However, over a secure connection the address displayed should begin with 
"https" (note the "s" at the end).  
 

 Check for the padlock icon that appears at the bottom right of the browser window. When you double 
click on it, the security certificate should show that it has been issued to 
“connexissupplychain.bnpparibas.com” and that the certificate has a valid date. 

 
 

3. How do I clear my browser cache?  
 
To clear the browser's cache on Internet Explorer:  
 

1. Click on 'Tools'.  
2. Select 'Internet Options'.  
3. Click on 'General'.  
4. Click on 'Delete Files within the Temporary Internet Files' section.  
5. Click 'OK'.  
6. Close and open your browser again  

 

For other browsers, the cache can be cleared through similar options available in the respective browser as 
stated above. 
 
 

4. What do I do if I suspect there have been unusual activities and/or unauthorized breach 
of my Connexis Supply Chain account online?  

 

If you suspect that there has been any unauthorized breach of your Connexis Supply Chain account(s), or that 
an online transaction has taken place that you did not initiate, you should notify BNP Paribas immediately by 
calling your Relationship Manager or BNP Paribas Client Services team.  
 
 

5. How do I change my password?  
 

To change your existing password, all you should do is click on the 'Change Password' option. You will have to 
enter your old password and the new password (twice) in the boxes provided. After entering all the required 
data, please click on the "Save" button to save the changes you have made.  
 
It is recommended to re-login with your new password to confirm the changes are effected. 
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6. I have lost my password, how can I reset my password?  
 

If you have forgotten your password, you may click on the “Forgot Password” link on the Connexis Supply 
Chain login page and follow the instructions on the page to reset your password.  
 
 

7. What should I do when there is an "Invalid Login Credentials" error when I try to login?  
 

The “Invalid Login Credentials” error can happen if you have entered a wrong password or if the user is locked. 
If you are sure that the password entered is correct, then you should contact the Relationship Manager on 
how to enable your account. 
 

Please note that if you enter a wrong password for 3 times, your account will be temporary locked by the 
system. Please contact your Relationship Manager on how to enable your account.  
 
 

8. What is the pre-requisite to Two Factor Login (2FA)?  
 
There is no specific pre-requisite for 2FA. You will be able to login to the application using 2FA using any of 
the browsers that is supported (refer the 1st page on the list of supported browsers and version). 
 
 

9. How do I create my certificate for first time login process? 
 

Upon entering correct username and password, the system will re-direct to certification generation page. The 
user should key-in the certificate file name, random key (need to click on textbox control to generate random 
number of 35-character length), PIN, and click on the ‘Generate’ button. After successful validation, the 
certificate will be generated and download will be initiated by the browser. User should save the certificate in 
the preferred location. This certificate will have to be approved by Bank User so that it can be used for 
subsequent login process. Please find below steps for quick reference. 
 

 
i. Login to application with user credentials 
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ii. Enter required details for Certificate Generation and click on the ‘Generate’ button 
 

 
 
 

iii. Certificate will be successfully generated and a pop-up will be shown to the user. The 
certificate download will also be initiated by the browser 

 

 
 

The user should download the certificate in the preferred location. For more details regarding this 
topic, please refer the User Guide document available post login to the application 

 
 

10. How should I login using Certificate? 
 

Upon entering correct login user name and password, the system will load the certificate validation page. The 
user should select the certificate file saved in the local machine and enter the PIN that was given during 
certificate creation process. Once all these details are entered, user should click on the ‘Ok’ button for logging 
into the application. Please find below steps for quick reference. 
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i. Login to application with user credentials 
 

 
 
 

ii. User should select the generated certificate from the preferred location using ‘Browse’  
button, enter the PIN, and click on ‘Ok’ button to login to the application  
 

 
 

Please note that the main pre-requisite for using the certificate for login process is that the certificate 
should be approved by Bank User after certificate generation process. 
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11. How do I re-generate my certificate in case if I had lost it? 
 

The user should contact the Relationship Manager to reset the certificate for the user, which will in-turn be 
done by the Bank Users. Once the certificate is reset, the user should login to the application by entering the 
username and password, and the system will automatically redirect to certification generation page. The user 
should key-in the certificate file name, random key (need to click on textbox control and should be 35-
character length), PIN, and click on the ‘Renew’ button. Upon confirmation, the certificate file download will 
be initiated by the browser and user should save the certificate in the preferred location. 
 
 

12. If I forgot my certificate PIN, how do I reset the password? 
 

The user should contact the Relationship Manager to reset the certificate for the user, which will in-turn be 
done by the Bank Users. Once the certificate is reset, the user should login to the application by entering the 
username and password, and the system will automatically redirect to certification generation page. The user 
should key-in the certificate file name, random key (need to click on textbox control and should be 35-
character length), PIN, and click on the ‘Renew’ button. Upon confirmation, the certificate file download will 
be initiated by the browser and user should save the certificate in the preferred location. 
 
 

13. How do I change my Certificate PIN? 
 

Change Certificate in New Interface: 
 
To change the certificate PIN, the user should open the settings menu (click on the user name link available 
before the logout icon), and click on the ‘Change Certificate PIN’ menu item.  The ‘Change Certificate PIN’ pop-
up will be loaded. User should select the already generated certificate file saved in the local file path, and enter 
the old PIN, new PIN, confirm the new PIN, and click on the ‘Ok’ button. A message will be displayed to the 
user upon successful update of new PIN, and the updated certificate with new PIN will be initiated for 
download by the browser. The user should save the certificate file in the preferred location in the local 
machine and use it for subsequent logins.  
 
Please find below steps for quick reference. 
 

i. Login to New UX application with valid user credentials and click on the ‘Settings’ menu 
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ii. The ‘Change Certificate PIN’ pop-up will be loaded to the user. The User should enter the 
existing PIN, New PIN and Confirm PIN and then click on the ‘Ok’ button 

 
 

 
 
 
 

iii. The Certificate PIN will be changed successfully and the browser will initiate the certificate 
download process with the New PIN 

 

 
 

 
For more details regarding this topic, please refer the User Guide document available post login to the 
application 
 

Change Certificate PIN in Old Interface: 
 
To change the certificate PIN, the user should click the ‘Change Certificate’ link available in the ‘Home’ tab to 
open the ‘Change Certificate PIN’ page. User should select the already generated certificate file saved in the 
local file path, and enter the old PIN, new PIN, confirm the new PIN, and click on the ‘Ok’ button. A message 
will be displayed to the user upon successful update of new PIN, and the updated certificate with new PIN will 
be initiated for download by the browser. The user should save the certificate file in the preferred location in 
the local machine and use it for subsequent logins. 
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i. Login to Old UX application with valid user credentials and click on the ‘’Change Certificate 
PIN’ link available in ‘Home’ tab 

 

 
 

ii. The ‘Change Certificate PIN’ page will be loaded. The User should enter the existing PIN, 
New PIN and Confirm PIN and then click on the ‘Ok’ button 
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iii. The Certificate PIN will be changed successfully and the browser will initiate the certificate 
download process with the New PIN 

 
 

 
 

For more details regarding this topic, please refer the User Guide document available post login to the 
application 
 
 

14. How do I re-generate my certificate in case my existing certificate is expired? 
 
When a certificate is expired, the user will be prompted automatically to ‘Challenge Question’ page. The User 
should correctly answer the challenge question and upon successful validation, the system will load the 
Certificate Generation page. The user should key-in the certificate file name, random key (need to click on 
textbox control to generate random number of 35-character length), PIN, and click on the ‘Generate’ button. 
After successful validation, the certificate will be generated and download will be initiated by the browser. 
User should save the certificate in the preferred location. This certificate will have to be approved by Bank 
User so that it can be used for login process. Please find below steps for the same for quick reference. 

 
 
 

i. Login to application with user credentials 
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ii. User should select the generated certificate from the preferred location using ‘Browse’ 
button, enter the PIN, and click on ‘Ok’ button to login to the application  

 
 

 
 
 
 

iii. In case if the certificate is expired, the system will automatically load the ‘Challenge Question’ 
page. The User need to enter the answer for the challenge question to proceed further 
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iv. Enter required details for Certificate Generation and click on the ‘Generate’ button 

 
 
 

 
 
 

v. Certificate will be successfully generated and download will be initiated by the browser 
 
 

 
 


